PCAV: BEAHIE OIE8 UERI A2 A3

Y 015

{realchs, heejo}@korea.ac.kr
PCAV: Parallel Coordinates Attack Visualizer

Hyunsang Choi®, Heejo Lee
Dept. of Computer Science, Korea University.

2 %
CIHuAS <=2 EdE % SUAM 24 EQE FEE S SZXote A2 11 22 LU H o "X &
Ct. BAAI2st(Attack Visualization) JI2E2 018 U2 HE SUA 44 EgZ F2E & o A AXGHH ez
M MZ2 320 OoilMd HtE St Tl zASE ot=d 288 = UL 2 @?OH/\-I: g‘a‘!ﬂEﬁl(Parallel

Coordinates)E 012dl SZAIZSE o0, 248 AHIA HE 32, &, A 33 S
S 2

X H2 MZ22 %EEOH Ciol HHE HE2 SRS DIz HFE ofoqo o, 2 2—4%9| f’éﬂ /\Ij—.*si UHE% =N

0

ot1) 015 Zd== Ol&4EXi(anomaly detection) Al2st AIAES PCAVE ?&ﬁf‘i’iﬂ PCAV AIABRIE Soll HIERA

el Xe '/\I?_FQE EcfE) IE SHSS Al2s FEE FAH0UANE ZLIEHEGHD 012 Solil SA tiScts 2101
JtsotCh 8t 010 2ME SAS2| Al2fet QE'_% 20Iotl) 012 EAJOPE o, 2K @2 330l LMAS
Nete O A9 AIZIA IHEOI LIEtE I =2 32 MY(signature)22 & Gh= 2101 JHSGHCH

1. 8 Ol= TCP/IPBIHCl Al }II A8 (source address, destination
address, destination port)S2 0/856t01 DDoSSASW ANLBAES
£ 3-D JeH=ol E@ifﬂ[f[ﬁ. 0l ¢4718 KAt Shoki Packet

OlHtel 2 B A8t AsX SOHE ool 252 Ul {ystler 2= 2Xt® B2 IXACR AIZLEE ot @E4AA Z2H

EQAE =FotD st TR0 EHLUS2 ZSAE 012D U =ric msg D YUCH

Ct. Olcder 2iHEt EciE HOIEHSS sUECZ 246t1, &d 34 Zo 0 HEZ IJI2ESI0 LS HIES5H DoSQ 22 OlFY RAS

EcHR0l ol W2 QIXl, tSot= A0l SRttt lellk +&2 g gx5n AIZ8E st= Penn State UniversityOlAl AHS5tHs

32 S0A IM'OI dote JRUS WEH EA6HL) BROtE A2 OurmonlBlolzts 014 EFXI AIAEIOl QUCH O AIAEIGIA Ol AEX

A YL oIt 2&Hdh =2 F2AI2e ] (Information Visualization) Qo AI2EI2 RIZSHLE ] 2HAIQ| il E& Zi) &L Egm

Of Het 2201 2ol D ACW, 1 SHY A0 Tt O o 22 3l & S0 IRE 22 HF JEZ Aoz == ezl

5 IS0 JH“*C RICH2 I3RS Alfelold, s2otkl & U oz = gm0 N 24N BASO HWEHS F= LABE X0

U5t HIOIEHSS & U2 & ACn, I 240| JIS5H0 WE 5 gy

WSOl JtsotAl =Hsl s, Alztetd HOIHSS Sol ME2 ot 012101 & DoS SACl EXe e, J2ln o ®Mi HEHol ot

B2 REols AT IOl = oI ollst RA2HO NAS 0 U2 5t AIE 22 0|& nlello] S0| =MoHYCH 12

S 2S00l UIEHA 2o ZOHl H&ok )X+ ettt L 0 i S2 ZaMol oIS ol AAA2R AIAES o

TCP/IPGIHOIA AASA, SAIFA, SHIELE, H2L2014 2 2o oot

2 2 JIN HESS 012504 &, DDoS2A, AN 2 QIEY

SASO et AISIE & & QUCH 2 AR0ME A4S )18 5 g a2t

B HAHE AESIACH 2t BRSOl BHAIHEAM H0A A3t

U2 O LIEFLI= 2A 2¥(divergence), AFZHE M (correlation)®t 2 DAUSUA AZS Dl = EHNTH LAS ASSISOH

© SHSE =6 UHA =S NAG AT WEIS R 08 mumnmygg ge 2 o KHpaameter) RO TCP/P AHUIA 4

OIS0 A SIEIY SAES WS 2NGHD S 4 AN SIX & (2 " onpxs snyme. o0 M2 2012 =520 Lo

Ch S3l, 80 B(LAX =2 AN 22 45 )2 N2ASH 700 Sos 2ihs A2s MBS £ e = Be 0]

& 7S S8R2F A&t Il Sl @ MK UOLE IOIM ZFE Ul OH AOZE AIZE HEO B Lt

HAR0A TEE PCAV(Parallel Coordinates Attack Visualizer) Al aujl W20 AMEoHA &O b ms TS oxtsl B 304 OfA

AHE UARRNOR SHGI0, ST FI| S0 BRR YPE FHGI0 o 0o a0 ois wat a9 THO| IISSH 01S0 A 2 =

EA-AI2E Ofs QS B0 AABE AN BARSN AASHRE 0T T es g +E+Lm[1ﬂ 2X2 TRIOIOZ CIE A

08 = JHN 2222 012018 UG =4 D82, 8l 29etd) 20 Sy g giog 2 0 2EE 291 200 0¥ A2 70l

£ B2l JjEte 24 YYES HE0R, FHEH EHHORRH o0 Cop -

E22 IPS MH5I0 LD2ES HY B2 =Y IS5ss AS Srmat Oleul o = G Se ATHSTL OlFlul So o

S W A2t DENAE BRREI LAS Si aAzoz =3 ExflE}ieiéaéxf;oimyﬂfﬁEﬁioﬁi&;iﬁufwj <

o COIEE A2E 5t 24 PS0A AES 3 ET E229 ﬁf’% s ;@ 1‘;13;0]’; = mZE% STl =R [0l

SES8 2AER BOE § 32AS 2A2A00 Uol T2 AASS AW 050 oros oz 9 B2 HlblHE SIS 200/0H Ol "o =

HES e S 20| LHNOZ HUS MM FAS HE o) pEs
20 B E0| ACH 0l SYS AL Fho SAURL AN =

2. &g 2y Crel LOHCHSI(1:m)S] 12 P&0l 01RO ACHs S <0IBT Zei
O 2 EHZ MEMH0IEHE E22 HO0HZ 88 5, 2= 222

2oro] BEOA AIZUS JI¥E M5 (RS2 CCOV JI#0l Yon HEE 0 YANR FHIHEN HAIS 519 ok 17 11 22



TIeHZOF LIEHLCEH Ofel Deizol =S8 ME=2 229 & ANy
SZol HIx=s 210(C+r2]
Suspicious Flow 1 {t led)
Source fddrass Destination Address Dastination Part Auerage Packst Langth
J8 1. E-IAIAHAN s2HO & EcHE.

BU HHIS OfR A AP 2T (0l ST SHAN S
Ol &oliXl= <RIt LeHAE0ID| =20l 012 22 3R = B
E SHIFAd AAFAIN Im Z2HE A SOH

Suspicious Flow 1
Source Addrass Destination rddrass Destination Port Awerage Packet Length
t
i
8 2, BAXEHOMAN DDoS B2 EfH,

Of JHZS0AN 2= High 201 33 EcHUM AAFA 2H
AFA, SHANEZE, LW Z00, Wl JHX 204 gtE AROIOIA T:m
o A SH2 Nlle 22 T JNESUHAH 015 ZSotH SH&

ez

=o

JeZ IHEOl LHEtLN =0 0ldd HE (signature)S2 &

clot® & 13+ 2 Ch

)4

o

Implied Attack Signature |Divergences |Avg. Len
Portscan 4<> T1m 48KB
Hostscan <>\ 1omit 48KB

Warm <> 1:m1:1 Mot Fixed
Source-spoofed DoS! [>———\ 11 48KB
Kamikaze Q Tomme 48KB
Source-spoofed DoS? [>O i 48KB
Distributed hostscan D\ i 48KE
Network-directed DoS D e 1 48KE
Single-source-spoofed DoS - 1111 48KE

H 1. Attack Signature

4. PCAV

2 AP0A= PCAV(Parallel Coordinates Attack Visualizer)2te
NAES I=OIUCH PCAVE Q0N AZS SZAI2S JIEE 018
ot0d CIES! B0 ol AlZ3IE ot AMAECZA E22 DBt
DLHE AI*%‘QE 2 & L} EfiE HEE EZ22 HOoIHZ It
26171 2ol A nProbelidlgts T2 S A0 CH nProbes LA
A2t S0t EfE HOIEE =5l E22 H0IEZ Ji3g

>0HW

‘U
Q
>
<

|AE0il Ol CIOIEE EAHELD
4.1 PCAV NAE X

PCAVE AN 242 (Analyzer)2t Al2tsl2

Al = (Visualizer)2 Lt&
Ch. &Ml AIAECS] RHG= Otel D& 30t 2L

etFlow
Normal
data

Alarm
Filtered |Flow data

¥

Visuali

Visualized
Graph

Web
page

Remote access

38 3. PCAV AlAE REE

2AESEMAME
HIOIHE B0t ZZs

=0l 8AF= 9t =
S0 oA F 0 f

ANZ2E2 JI2H2Z nProbeZ FH c:“cx’ﬁ@ =22 HOIHE
FIHCZ SHZO 01 8 42 201 B Edl
ol ot SHeg o= oo™ JEOI Ae L %’ﬂ.‘jéol ol
E IS0, AIZZS0 SHSCO AMA2ZE2 8AR2 3308
S= clAE0 UHEHO =1 32 182 ’éi_t.'_% STEN FHOl HEAl B
Ch. ALSXF 2IAEN LEY 22 08 E
= SAOSH ool 13 5M8 TEXEH el

8t

= 0l 2HENHU=E = 1

2 222 OO0IHE «H0A
OSZot] S8 g2 J30tH AlEt
2 2RI ZAHYUS e 22 X0

A
[l

n

Of HAMNA mol 20l XM HE=Q IAJ|0l Hiol AHECZ =
A2 signature2l 20| AlIZECZ HHGH)| 85 £

AU HE HEIAG, ZIUUACZ cIAHLE)S AEE e
Je33 801 HAE 2/AEE 25 € M 012 ME2 oA

2= 20 &0 33 222 OO0IH= CIoIE#IoAZ MEO0l &0
=0 Ol CIOIHE S10iA ALEO0l JtsotHl otH, Al2tetEl JHES
g Jgm(png, g|f)§ HEZO AMB2 & HOoIXIo IS A0
HANMNZ el Aot &3 6POII AAACZE JdXle deizet 323 1
FCH O1JIA PCAVOE EXIE PCIOF & AH

) 0

E‘U:
[El
!
jo
e
ot
1
0
=1
[‘OII
,

i

o

8 4. PCAV D12 CIEHHIOIA



=loix
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Attack_Detection( £, ) 7, < Flow data

1 /—‘j, F]» < INPUT Flows contained in F

2 Temp,,, Temp,,. Tempdp y/

3 FOReachj =< n

4 FOR each k <n

5 IF DA = DA, and DP = DP; 4y

6 DlstSA[J]++

7 TempG,, < |I;

8 ENDIF

9 IF SA SA1+k and DP = DP;

10 D|stDA[ 1++

1 TempG,, < 14,

12 ENDIF

13 IF SA SA 4, and DA DA]-H

14 D|stDP[ ]

15 TempG,, < 14,

16 EDNIF

17 ENDFOR

18 IF DistSA[j] > T < Threshold

19 ODoSy,,; < Tempy,

20 ENDIF

21 IF DistDA[j] > T < Threshold

22 IF Angentemp < 50

23 Hostscan,, < Temp,,

24 ELSE

25 Worm,,, < Temp,

26 ENDIF

27 ENDIF

28 IF DistDP[j] > T < Threshold

29 Portscan;,, < SusGg,

30 ENDIF

31 ENDFOR

32 Count(SA,). Count(DA,), Count(DP,)

33 IF Count(SA,) > T or Count(DA,) > T

or Count(DP,) > T

34 Abnormal < TRUE

35 ENDIF

END of Attack_Detection
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