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QELAL FAL of 1L BlolHAg E55tolof Gk, R, HAL Hdoleh

E ThE QEAAT AT AASSHE A9 AH ARYEL QeolE x| ok

97} 5% WASHL glo] AB AEYE Yol F17h AlzlE Wrle] a%

247} Hie. T3 ol A83He §9 QEAASOE AFAel Hopgo
H

A AR glolA] Bet Meky B sjostel A3 BoEE S

—_

1o -

oME LELAE AYstal A=l oA WA, 7 HEdE

224% ths7lee] 2 mefste] adtzolH Pt REAAE B8]

1. QTAA 52 3

ol

QEAAS] FEL2 ITAY Qo of2] 4tdEofo] AL IoT, HHolE 2-80]
Soj=HA FASHA S716laL 31, ol Rt SAME olE Htgsta
ATE QEAA A4 ZISIEE 20218 102 A 2974 o4t Z2AHE]
AFAaE ARgo] E A 1A, 6XSHThg olde] /i AT EEstal /o, 3Hn
oJAre] 3lAke}l ZZo] o]8slal Q. ESE 202149 A Java, JavaScript,
Python, .NET 47§ <1oj2 H Q&EAA Hjio]| o]&=:= mi7]x] wiyA
Maven, npm, PyPi, NuGeto] 658 ZAAT i 1@Ho] H|5] 20%
S7FeE 37 oj7)|9] AL Eo7F SEE 0] Qi TRREE = AT
H|5 73%4 S7FoFATH ], ESE A8 Z3F AZE0]9] 98%7F LEAAE
g3l3, =9 75% ool REAAR Ao FHolQITH2]. ESH ATE
flofe] 84%ollA st ol el HQl FHefgo] WHEAOH, 65%2] B+
ghol A FEo] W=
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0| A9} Zo] AFHA C/C++ TZAE Zof TI3IZ 7]Hlo g A19]
107]9] Z2AEE HH, 1EX50) E&== 72 Tensorflow, Zl=2 #g,
HIEFQ] 5-& Y& &7}t BEARE]o] o]n] Zz}o] =4t 719] |22 T2 Eo|A
2L o]FLo & 7fdo] XY= U & 4 Ut

—_

A3 C/C++ &% 1074 Z2HEQS 35l CSSA, 20214 10€

Rank Project Name Forks Area
1 Tensorflow 86 K Al
2 OpenCV 48 K Al
3 Linux 39K loT
4 Bitcoin 30K Blockchain
5 Git 22 K 0SS
6 Redis 20 K DB
7 Darknet 18 K DB
8 Pytorch 14 K Al
9 Electron 13K Web
10 Arduino 12 K loT

2. 23% 34 8

AES0] FFW(Supply Chain)e ALESol7} 7pLxie] ofs) s
ARl EZs174 ol wAlE AR o] A SERE s
FE AL, A AREY o]} MEEE SREA BFE 4 9lon, ol
TEYL 7t ATEFOIS el 0Eas ARUES AL 12T AxE

flol S wet EEhd 4 Rl S9, S&%’f—iéﬂ 8% AARE RIEZF =oF

A 2mEgolo] uls) FF9el o old & glom, 4T AXEOE s
S A R
olg Uuiststel A QEaN FFUL (17 209 L] LA, AL,
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w712 WA, ARAF Yl BAR IEAL QIE ToT 71718 oF8Rt 58 AHIAd]
3= SEGOl T 2ol = QQofA, [TI™ 219] AREAL FREo] ARAL, Al
AEAL ARAR 6H AR 4 "o 558 4 @ 54 FBAHo] 2
- olon, BE 9A|Y Bo7) HA] ¢kom 40| Ths st ol=, AE A Y
BT TS HofF= 08, 38712 SFA0U 71V a8 ARARE
ozl ZA AEiA ] Bt AAIO|E TS 71200k sk o7t =il
At

&

THELXL ' XYL
Developer Repository

{7 | X|oHL A A2}
Package End user
Manager

20159 o]% 20214
Y SAEE Aolgt 34 FE 2ttt 347IR0] AR &
QEAA FFLO] 2 A AR i AR 2= FAH, APgA, 7|4
AL Qlow, gAY 34 {32 offie} 2ol o 8L EdlokA =

20219 35 340] S5 QlotAl, Adko] Blste] 650% S7FsHATH]I.
3% 3249 2= 20204 ¥ HuE &= 34 9ok 20214 7€
2% ZHAoF A0l 3AE FEY 349 Al & 5 At 2 AR
H 3.1 924 =343} 3.2 Hol2AHY F43 Zo] YAAHo|A T4

990] 7V A% WSt ek

o

30
o0
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Y F2 WA Y NAH et 3H |

329 oA 33 54 23 A
1.1 |AMH HE W 4EdIE Y SolarWinds(2020-2021), Codecov(2021), Kaseya(2021)
1] 7H2 MY 12 |Z2HE otol 4 ofdAC Bz Octopus Scanner(2020), rest-client(2019)
1.3 |94 IDEHIZ Xcode Repackaging(2015)

2.1 | W mj7|X| E3 (Orphan Package Takeover) | Arch User Repository acroread(2018)

22 (AT H Sawfish phishing campaign(2020)

3.1 | 9|EM =5 (Dependency Confusion) Alex Birsan's Research(2020-2021)

32 |EO|ZAHE B (Typo-squatting Attack) Electron(2020), atlas-client(2020)
3 |TZ|X] oL X

33 |9 7R Bl = 1337qq-js(2020)

34 | AE 3 RubyGems-strong_password(2019)

9]&A E=(dependency confusion) FZo|st A AT EY0]9] o|Ex}
YT 0o]59 MEE HH AZEQOE 350l HiESHES She 3408,
Asoke UE EE0] TREE SHef SHAY Abs JHo|ER QIS AT =
Au}p &7t FokA = A$-olth. Alex Birsan 20214 2€ 7|o] 7HH§_7‘312§
AREShE 714 olF3 FLet olE2 BN Hi7IA] ©ER} Alo]Eo] 55
WA 02 o] (Paypal), NE(Apple), £u]1to](Shopify), A& ’\(Netﬂix),
$H(Uber), AX(Yelp) T 353°] Hi= 7192 &84 40| 7Fs9ka EATH10L

Efo] ZAF " (typo-squatting) 342 784 H7|X|2}F FARE o529 W7|X &
SE5to] ARGARR Stolg oM T71AIE thetot ARGSHA| S 95 Tith
2020¥ RubyGems ¥|7]A] #jiy*{o] 7007]9] o}/d Efo|ZAHT Wj7]|%|7}
o] E9lom, A& E9 acpc_poker_typestt= o152 FA H7|AE =
acpc-poker_typesth= ©152] o H7IXE S5 AE7F olof SRttt

Y T4 RIS FHCE tro] AT EQoof| JkS 71|, T Yot

A g 7120 YEdh= AZE0]Q} o] 5 AMES= ANGAIA] S A=
- aE 7L Qlo], AFAR] S 2T 4= A Hoh B3t EAAE

A AAA WA Tt Fofste] e S5 ARtk leug,

N ofd

JL

_Ilm 0
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42l ol 4A ol 71~—}71 wol, g2e 4
ke ol FFY B2 W F715Ke 24100 ik ole] wet AxEgolg
ol glov], By HokelE ARSI SA9lo]

Rl

B o] Bt o MIE 4 FE 4 Uk - s

QEANAE TS AF»’%@] I/ o0& ARSI olof wlet Hot BA} WhishA
El

EOWO] lnu}L T30l fﬂ A 7me}4 °lF=

LEALNT= ATCE QFH0] ‘:LEQX]E E°1Hﬂr E}E}/ﬂ LESNE /\}3&
= QEAA A 9 7} TIP3l AREShe B o] ZAZoA AE-e
Flordol k2= A= S 714 Het w7 asHA Hoh

A ES FHoFg AHHSE AREEE CVE(Common Vulnerabilities and
Exposures)?] 4% 2021 99 A 169719 HFHS 3705k 1o, sFF
Bt 50719 Al FHeFo] WA= Qlth ) A FHeby =ol= off (19 4]

ol HojR|ar glom, FF 5Vt Algf FeFo] 11 ofHof v 2H] o1} St
SilaL, mid § F7loks A Eolal itk

CVE FoH2 a8AH|A9 FZ40okz o]go] =il SlojA, 20144
HeartBleed #9Fd& 0]83] SSL/TLSZ BT == 9 Fi= VPN AH]|20] tigh
34 & B2 ARIZE b Tt Folls vdet 717101A AMSRl 4719

QEAA TCP/IP 2804 Namewreck FoFgo] WA= o] HAA Ho=2 19ty
7V 717178 3400 eEo] HULL, 2021 4] mlo|AZ=ATEo| A HHATE
BadAlloc F92 AT E 717192k 448 OT7]71914 %= Eo] ARESh= t<2]

> r[r

1) https://cve.mitre.org
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RTOS o4 25719] Flokio] WiEl Solch, 0|4 wel wisle] 37
HOPHES FgAu|20] §1do] Hi Ao Mul2e] G AER
sjo} g ek Basi

]

MEA 3= U= CVE FHUY AxE EHE

18,325

17,344
16,557

14,714 14,525

7,939

6,610 6,520 £956 6,504 6,454
4,935 e 5297 5,191
4,155

2,156 2,451

1,677
894 1,020 1527

1999 2000 2001 2002 2003 2004 2005 2006 2007 2008 2009 2010 2011 2012 2013 2014 2015 2016 2017 2018 2019 2020 2021

T ATEQO|HIATA(CSSA)DY F Aol oohd, B Het L
EFMolA ARESHIL Sl CVE BHO] 2%= F Rt AT Eojo] thigh HE7}
AxEo] Het 7] & tiA7F =oAL o] A1), SJstA A
ARl A HA AARE "HAohs A2 B Ier kS WAsH] sl iS5
83 g2lo] Hr}. "RIR|E, AT Eo] HREFFHO] X2 TUAE s
HABH= Ao| HupE Fob 27| 9ol & Y& Rt Fol 2RkRiste] As3lE
Ao g AokstA FHoFRe Xz FdA, & FFdo] 2= IRt A8
OJu|st= ‘Vulnerability Zero'E ©A|5k= 712 /N3t FHFRY =0k
|z LYA7L ATEE A4S, oid CVEHIHES Bt 670 ool =7t
H1 QAR vhd, ZLA7F EEH CVES A9 g FoFdo] Qls o ZAAE

7I& 9

N

2) https://cssa.korea.ac.kr
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>~

1 F% AZEf o= 20| Holke #A] =] gl XA S Sl

UATHA4].

1

JPEG #YHO| Android2 H1E CVEQ| Bt QEAARS| FOFY HMIMZ=2

*Software name (indegree, outdegree)

*Android (1, 0)

2xing (1 2) «— JPEG- compressor 0, 11)

node-dv (2, 0) // \\\“ O Renderdoc (1, 0)
Xenia Q Q
.0 m © Ouyio

crunch rfx  Godot
1,2 @o 0O

MixedRealityToolkit (2, 0) Minko (1, 0)

[29 5]ofA= JPEG FoFde] Android FeFdoz BZo] =09l
CVE-2017-0700 9ol g EAAOE Hupd A4S HojEt.
JPEG-compressorg ARHgot= LibGDX, Godot 5= FeRIKE & 4+
& A A= Q= ¥, F1Zo] o= Androidit | X7} ks
7390t} o= FEAY W2 Al ke 50 HaH o= Hoky APE ol
HTHRE| . 2Foks 49 o B2 FH FErF Sertar, vhd Hekd #elE
51x] gFe 22 Fokdo] WAHEALE 2T Qo] diA] FAo= ¢ Z HsiE
A S HojEot
kA AlEolu} AH|Ao)A] HAEE FHoby JHE jolsd 5= 9= Fok
2] AAE =Foks Aol P FEE WA UY<oto] thA sho=A] A9

e €Y & W siette A € & 3o FoR delAAle S =7HE
A

zQ, 30,
a Rl 9“‘ i

2

i

l-'.l
N
N

E

AT B ARE EE0 R Q7ARIC] S7HEAL Qlom, 2021 5¢ vl=9] Alo]H
ot ggmdglo] ZE Bek ISO/IEC 29147:2018 okd 417 & 2] 2
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A #E, UNECE WP.29 AsAtESE FHopPHHAA ol ool siggich
olgjgt Hole] A= #E U Q50| QAR $igt ABt oluz} g "y}
IZAAE Aol o= HE A0 tiet vk iAoz & 7|98 &
DA gt 20219 78 LAYEE Aok Al B4 AR 37HE Al
440 dg&= "oflA Aust 77) CVE FFd F mix] 7o) A|A=AH
Shke] CVEZF 340 olgx|o] WS Abdolot. Ao g o] IzMAL
1500097} 713l S of7F BiZ= 2L 8009 2] F4ke] 7=t ofn] Bl
HAE FoFES wix] /N v 5 o8] A= o] ARt AP o g F ok
AT 9 e A9 F94S HojFa Qo B #EE gt 23}
Azt iafAe ZFAERR 1SO 291478 Farsto] =0] 7Rs3ltH15].

4, LEAA 2fOlHA 2Lt

} AmEQO} ohw, eloldie] HoE FAL Wt A4
stojof gt} glo]AAQ] FRE= OSI(Open Source Initiative)ol| 2J8fl 5o
SPDX EAO = F7iek ARt 1147]0] o241 3lo, HRMFoFd AbaA] =7
% SRl ofo]l @ EFHES] gH et = 501719 2olAdA {2 skl itk
o]Zol MIT, BSD, Apaches HEU AF=2E& olAAE QX GPL(GNU
General Public License)Aq 71 ZE dglo| gtego] E|ojQl= o] AL
AR fEAQ] AR ElsA ALS GPLv2E W23 Q1AL ofE o8k
Android, Tizen, WebOS52] *@AALt o|& 7IHte= s AntEZ|Y|
ESE M AATES QEAAE FINS|oF sk o5t FabEc
Eo ZolAA SHto = QIR Ado] 12, HlO|HRATE AJAT, B
59 229 7|4E oy EHFH 5 U 71¥9S R E S5k
U] =2 7]hNA = HFE 2 dl-go] AAIA o= o]FA|AL glon,
A ARl oy Qo Kot ol HAF SISkl Qlof HEFEy}; Hetgo

i
A 2Rl FEAAE =3 i 2]rt A

(o}

=

R

e

_

https://www.fsec.or.kr



HRF8L F8ES (MI263, 2021-4Q)

SN FoFd AR S/ F) middo] Zoxle FHbd AR 3 SolM:

ojH QEAAS ARET ZQIVEE Wtchs 7182 ofF] 7HA7E AAE AL Qi
WA ATNRE HieE o] 325 Slaput AR Tl i 3] AEARY] A9 Q1Y)
=l(popularity) 719t9] Hk, E3F uht 5= HUo|EE olal 22 HAS
H|Z5h=A] B55H] Ak (activity), 18l MRl £ARM 59 A&
(maturity) 7|8F] HE 5 thefgt WHalo] AIRKEL QIrH1]. SHAIRE, QEAAY]
HRF SHoA 7Y F:85H Holok & A2 “HUo|E ¥l HieE 4= Qith

ThZ 112t CSSAOA ZAS|BO] AB G 7|02 9] QEAA
200071 oto] RE|FHE3) Hord Aa-84 EHES oot B4, 71
QEAAO] Ao = E6lal 15%0l4= ¢l CVE FHoFde] x|z}
ojFAIA] ok AL FIT 5= AATH5I.

ol LEAAE E TE QEAAE o]&sto] NE 1A EH=tl, Wil
V= A B HIUET} o] E E|R] glopa] gt Qlr}. &, QEAATL X4
o2l stofe ol ALE FRl E ThE QEAA FHREUEE F4] HZHo|
ofd A=, AAl= 3/MEA wHoARE dAl: 1084 WA HEdET}

2]
AR = A PR VI

¢

H

1

3) loTcube MEE SHE2 https://iotcube.net & Sl TAA F72tz FE2 ABO| 7tS3iCt.
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00k

olg} o] 9Ea 0l JMWWOHE Ay AmdE] QulolEr} B ke
o2 1ok Fopdel 12 4= 9L, olo] we} HAe) Amegont ohet
Au. AEHEGH ARG F0] ALEQo]w Fele sfof Sk 218 ez 9l

Ce C++ A2 FTHE ZFAMHN QLEAANA CVE FUHO0| LA= QEAA
=&, CSSA 2020

Name # CVE Area Name # CVE Area
Emscripten 15 Compiler FFmpeg 15 Media
Turicreate 14 Al kbengine 14 Game

Godot 10 Game Linux 13 0s

Mongo z Makabsss RaspberryPi 1= e
ArangoDB 2 Database Freebsd 7 0S

OpenCV 1 Vision OpenssL 2 Security

ool e}, eEAA0] NFE Br} HEl AH
—Zr‘7]E z;\]__E OHO]: o]_q_L_ —[—7(]:1,]- 01;(]0]_1_ 7:1

fr E
HI
g
30
T

2. SBoM SZFMIM &

ARE o] 3T HtY] AE32 ARESR] AZEoj9] A4S Hof
Sk= AoA Al o= dHH6l. &, sl AlEe] ofd AZEgo]o] ojd WS
FAo] = ARJNAE YeERH(a “list of ingredients” in software) ©] AEE
ATEQ0] YA, 22 SBoM(Software Bill of Materials)]2fal 2231 "o AF"
olz} gl=tt. IoT 71712 382 XK ARIE AH|A, 183 TRt 71717}
E5HA 5= AME 34 2 AsAF SollA SBoME sl QloH,

https://www.fsec.or.kr
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Zolilz Olols T Az WrlElo] HyEl Fokdo] sigo] Bx ZA] Tlelsle]
qAgto e wshe Haske & 9A Hrhol,

SBoMg g8t ALEQI0| B3Y 29t Yst

8
oy
| § ALEY 0] 22247

Producer Ef0j8A HA Consumer
HOLX|OrY =

olof we}, m=moA= 20214d 5¥ Hiol: HeB] FHYFHLE 35T
HetE 713t SBoM AlF offete FAskAL glow, A |0] 5 [oT AlH|2
Al 289 A2 v o® Afo|HERE $50] Y714 P2 7Idistal Sl

AlEl o g E EAA ATEQ0] HAHE HH 5 ATEQ0] A5
HYAHIXZEA SPDX, CycloneDX, SWID 5°| ti#Z4Q] EFo|c) AZEo] 714
84 Y o5 71| 35 TAE YIstal AEsks AZE 0] Am PAIAEA]
olF, HAGHE Qo 35 FEE ZIslaL JlojA|, BloldA 5o HESC|dA
5= o oYz}, F A s AT Eojo] FHoR EA o RE wWlEA
mjotsto] wjz] A7k F45] 51| She 5 Het #EE 8olsHA Bt E3,
FEZ2AA7E A9 AlF BiEAelA EE5E H& ol AlEE o83t AH|IAE
VB0l Qig o, Il Ar|Fog: AEA UHE FHIHE 47 ERlo]
7FstoEM Hel ZAIRS oot 9 sdS TelA itk
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| Research | REAA SW 33Y 34 g7l &

g

AH T LEAA, QJF S0|E82E EEE8Z AlAelet ATEYH

21
| SBoM XZAR

|! Brodor vezones [ lotcube )@

mongo-r4.4.0 PHEE . 3021-09-28 15:05 b
o =g
© s4ae STEPL. Software Map STEP2. SBOM STEP2. Software Risk
2 FHeFHOkNE)

" U User Defrncd
%) oM 29 Developed Code 14.6% D;‘ﬂ:":_ﬂ °0 80 50 50
g user pefined Function iy
2 SBOM a crested code Madied code o = " | a2 a4 00 w0
A WA e
- HREE ~ =l L L |

Copled 055 85.4%

3
qojuaiz) Fusm (i ——— J
Full Copy G e :Hﬂﬁ}q {n:';acl:“agm Jcenses
- HoRIA(s) Lo s 27 10274
B e .  —
- assa — inedoss )
[ty Tao 0 w00 |

oy ~ Uibrary Link Package Manager included Comp. Bullt Comp. Ticenses
& sbom ZE2M 100% % 17 oA e | %0 %0 =0 "0
= Labrador to CycloneDX.

- Labrmdor to SFDX

3. LEAA HEVIE AE

=

QEAA ANEFo AR B THoN Y TE Y FEs} SRl
97} bk Mefr] CsSAIA] et Aol Ofsha A5 ALg Tl S 9
£ SHEGOIES) 05K I 52 72 5} WA ANBEL IH12)

7129 daEE2 5%9] $4 b LEAAE TS| FRSIARE 95%C]] o2+
SAE QZAATE ISHE AT E Qoo @Ero| Wol €x] A} 10%01]
I3tRE A2 & Al B FE 29 9 S5 AA daEES 7Ne R
= TE LELS 47T ZEO] ol 90% o1

e waal 2316}711 Ags] 4= QI3

Q1 ArangoDBof| &A4fsk= 177019 AH HEHE] 5|
A 23 wlaste] HojFEal Qlnt. 7|E SCAY4

|
oZ= Zé*ozj,?_] 7&5—’;}___% %;( U]FJ—O] tﬂ-o] IS 7, FrI= FJ.X]H]_M
oL R FERRT oY HFUES} Qlrke A3tE HushEA B 3%01

ubagatA] Fek ojol] Weto] Centrist 17719 HEUES mE Zoj2y o
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ArangoDB &4 Zd} Et BIA0) Hlsf #ES0d| =2 Centris Hete

D Detection coverage D An OSS component ® An OSS not a component of ArangoDB
wet U @ @ soost [(JOJ
(U @® {0
0 05 o ® | 4o f0 O
0 =209 | "m0
00O "o ® {0 O
e e

R
oo 0% X U ®
(a) SCA approach (b) Code clone detection approach (c) CENTRIS
(many false negatives) (many false positives)

[ 9= 22&4291 ArangoDBO] EAI5H= 17712] AE FEHES] His)
71E FAST C ntr1s-4 ‘%LX] 7%,]»— H| W 5}o] qu_%ﬂ otk 71& SCAHM]

r
Q.

e Y g ﬂww} . 7%4— LEPUW oo ogol

oFE=UR
HEAESHA| Fot. o]of Hlsto] Centrist 17719 HEVEES W5 Zolgql Q8
FA5] A2 S HojF1l ok

Centrist AT E o] Y4E2]7](Centrifuse of Software)?] YulE 7FA|1L

glom oo|QEFHE HEY ZHPES o] ls| /7t Hom 4 FEEFES) =
280l Hol 7| Ao E 7 B AeEAC] LESS ATEQ 0] R4S
s Aokl SBoMZ BEfdhe G2 AR = Stk [IH 101914 =
LELATE AARE HIET} =oAEA HF O] A= E ARSE & 9lom,
CentrisE ©l-§3t0] 47doto] AAEoh= et AB AEXHES H89]

Agse] 33 HAS £Y 4 Yk WS vpsky ik

4) https://iotcube.net/centris
5) https://labrador.iotcube.com
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ATEY0N B2Y HOH| Centris7t autMOZ EHE2EH £ JSS A, The
Daily Swig 2021 6¢g 17¢

The Daily Swig

Cybersecurity news and views

Data Breaches Cyber-attacks Vulnerabilities Bug Bounties Infosec Research Deep Dives

Centris: New tool helps prevent software supply chain attacks by flagging
modified open source components

Tackling vulnerability propagation and license violation, one scan at a time

Centris, a new tool developed by a global team of researchers from Korea University and the Georgia Institute of
Technoloay. is desianed to make the reuse of open source software components more manageable and secure.

4. CVE xlorx-l I'_l-E_|

Ux0l, AHAR] FHFd= “H_] oqtﬂolEO}x_ 7}4\% ?_}Q % F83F g Ao|ck
SHA|RE, AL EQ0]9] FeFdo] EAst=A] o= 55 FAdH s ATE
o] = AlF Bo=2s =S F Qlth dE =01, A AEA] AntEED]
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Yearly distribution of CVEs =

CWE

High: 16.1%
CWE-31%:10%

CWE-20:12%

OWE-264: 16%
Low:370% CWE-400:2.1%

CWE-D00:24.1%

CWE-150:25% <

CWE-074:29%
CWE-11%:32% —
CWE-36234%
CWE-787-38% ° .
- CWE-200:180%
CWE-399:4.1%

CWE-416:48%

N CWE999:50%

Medium: 46.9% — CWE-476:60%
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